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Hanlun13)Aunaua (Key Recovery Filed : KRF) (2) nsAunaualunsdiund uag(3) maﬁﬁuqmuﬂuma’jﬁﬁLawwﬂu
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Abstract

Managing the risks of secret keys from attacks or loss is a critical aspect of maintaining information security. The Key
Recovery System (KRS) is a technology developed to mitigate such risks. This study aims to analyze and compare the
performance of two types of Multiple Key Recovery Systems (M-KRS): SSDM-KRS and IHADM-KRS, focusing on three
key processes: (1) creation of the Key Recovery Field (KRF), (2) key recovery in normal conditions, and (3) key recovery
in scenarios where some Key Recovery Agents (KRAs) fail or are unavailable. The experiment simulated KRA operations
ranging from 5 to 50 agents, with a minimum recovery threshold set at two agents. The performance evaluation of
KRF creation revealed that SSDM-KRS outperformed IHADM-KRS in terms of processing speed due to its simpler
structure, while IHADM-KRS demonstrated greater flexibility in KRA management and offered higher security. In normal
recovery scenarios without KRA failures, both systems achieved comparable recovery times. However, in scenarios
with KRA failures, IHADM-KRS maintained stable recovery performance and high security but required more time than
SSDM-KRS, particularly as the number of KRAs increased. The findings indicate that selecting an appropriate key
recovery system should align with performance requirements and security policies. Both systems were designed to

resist KRA collusion and are robust against failures, thereby enhancing the overall security of the system.
Keywords: Secret Key Recovery, Multi-Agent, Security, Comparative, Performance
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TugaRdviandoyatiunumardysomsiiiunulunnaegiu hidesdumess maenwu vienmsvingsiia uaznis
Ansiedeansaruynea Vilsimmusiuncasndvvestoyaliusiuilisuanuamilaogweies lnsowmemsinsiadutoya
(Data Encryption) (Stallings, 2023) uduisdestunsdnddaglildsueunn asi’mliﬁmummﬁ’umﬂaamﬁa‘uaq%’aga%
siulegnadivszdviamuasianuanysalldfsedle anmnsadansivanumsalondudemmnsaiilicedn 1wy 1Aans
FEUMNEUDINEYUAAU (Secret Key : Ks) (Hughes, 2022) vﬁamsﬁqzyLmavulaimmsai%ﬁm%’umaaamﬁa%’agaiéf AADAIUAIL
Hessonmsilnavesdeyauaznsazilinnnududius ynlithnasmsaunuesasnasiediiieme (Abelson et al, 1997)
wiAlulagszuu)AunaIadU (Key Recovery System: KRS) (Al-Salgan, 1997) LﬂuLmewﬁaﬁgﬂﬁ’mms’ﬁmﬁaim%’u
mamsaima'wﬁ TuusunvesnslivaneieiaudsiudeduiAu (Multiple Key Recovery Agent: M-KRA) Tnglsiondagugnans
(Decentralized Multi-Agent Systems) 1214 miﬁﬁuqmmﬁuﬁﬁmiﬁi’waquﬁﬂiim‘lﬂﬂmaa‘lmﬂﬂﬁ ECTPN (Lim et al,, 2003)
warszuud Aunaualuanimuindenvesgunsalmanisunmg (IoMT) (Kim et al, 2021) Wudu F5nsaenadldndnnisues
AWEY (Shamir, 1979) LiloteanAndesinnisynuAnuady wastiiussdumuUaenssveansiAunaua fons
Uszanumsyinnusmiuveangs KRA (National Institute of Standards and Technology, 1998)
ogulsfmuimugngeuvdefidoditadueuidssanmsanismansewing KRA edunsuidgmussidu
fanan Fdldtinmsiannsruudfungueduiifilsiduaduayuinuamsiuanasndonsudiu asnsaihnuedisdiuszavsam
sessumainiisdieyalaveuseongmne Haeanmudssnmslaufnuugaiden (Single Point of Failure : SPOF) wazanns
Iﬁ]uaﬁLﬁmmﬂmiaui’ﬁmﬁmmqﬁaumm KRA A® 5¥UU IHADM-KRS 91na133ei3e4 Improved High Availability Decentralized
Multi-agent KRS (nunasses fueedl, 2566) uaeszuu SSOM-KRS anai3dides Simple Secret-key Splitting and Sharing in
Decentralized Multi-agent KRS (nunnssas fueedl, 2566) Iy IHADM-KRS Hauivluduanudaveuresnmsimuaiiouly

1w KRA Mdlunsdaunaua Feiissuulinnuduasaendogs luvaeil SSDMKRS Wiueuiseuie lassaddlidudou
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fianundilunisussaiana Meaesszuuaninsadanisnssuiunisg Aunguadulded g nieauasivsedvam wmwzaudiv
anwarnsiussendldnulusiuniiunndaiy egelsifdmansfinuieseidseudieuludedn Tnewmeluwdyures

UsgansnmiganalunssuiunisairsiladiAunaua (Key Recovery Field : KRF) msiaungyuwasuluanumsaluni uagnns

Y
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Arunauadulunsdifl KRA unsdaua dwalidesiinidslifideyaasunidamuesalugusssn melddeuludueuduag

Y 9

YaoasTy wazanusilunmsuseaianaiiumne ety

VYo o =2

FefufifeddldvhmamaaeatisuiioulszAvsamuasszuy IHADMKRS uay SSOM-KRS Taesjatiuluil 3 Ussiiu
wdn W¥url (1) UsrAvBnmnalumsussananatuneunisadns KRF (2) UssAvBnmaawesnisiiunguaduluaaiunisaiund
ua (3) UszdvBamnanesmsiAunauaduilofiomgnsalll KRA lungumsdauau wiethlugteagilumsdonldguuy
MsfAunguai mnzauaenad safuUI U AL uAaonste Tasannsafinnsandadesuanilumsyszanana

9

ASUSUITINNS KRA Lagseauanusluaasnie

2. IngUseasAnsIdY

iiodiasesiIsuifisunisusuidiudseansamdunailunisussanana veansiAunyuadu 2 gunuu e
(1) IHADM-KRS ua (2) SSOM-KRS lu 3 Usiiiudidndiay sastoluid

2.1 UsgAnsnminuanlunisussanana n15a31e KRF

2.2 Uszavismmsnunanlunisussanana fildlunsdaunguslunsdiuni

2.3 UseAnsnmaunattunisussaana fldlunisdAunaualunstlnd KRA Tungdunisifuay

3. Fwaniumside
M39enseiliiunsideimnass (Experimental Research) fiinguszasdifianSeuifisulszansamussnisiu
NAUMANU 2 Ul AB (1) IHADM-KRS Wag (2) SSDM-KRS Ineildunaudiiiumsidedsil
= a Y L (3 1 o 6 =] a o
3.1 Anwvuniunguvesmsnaunyuaduragialaud (M-KRA) wuuliofegudnanwseuuunszay warnuide
GERRRN

3.1.1 M3fAunwasu M-KRA wuuliendugudnans

a

n5iAUNUISY (Secret Key Recovery) iunszurumsiigasliiliviossuvanusadrdadoyaiign
\irevidls wilunsdfinauadugamenieliansadfddmunnd Tasiamsluszuuiinsidstawuuamnnng ssuufu
NYLAEULUY M-KRA L usuameilldfaumy KRA $1uau 2 eruiduly Wandunumsniilunisg@unguady Tnsonde
ndnmanszaeanusuiateuazanaudssnmsiangudnanafissodior luszuuuuuliendegudnanaiu KrRA
usiazsreagymiismiulunisiAunguadununalniidinue Inelifninenumuaudiunans szuudnuaeiTanns
ponuuulimnuBavguluniseauaudnimadifenes KRA warsosiunisrimuas i KRA dudidielfanunsninisdiu
neyuasule (Kanyamee et al,, 2014)

WALTDITTUUARUNALAFULUY M-KRA Tilsiondudnans Tun

(1) FanusiunsUaende sensulseyadiuysznouvesnyussenifudiu q ienszansli KrRA Tungy

QREhly
(2) anmudssanmsanssanAntusEing KRA

(3) @unsausurLALaTANNTUTauRIsEUUlR AusERuAILUaBnSENdaINg
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(4) M3DBNUUUSFUUTOSUNMIANTBS KRA Usdiu isnzdmiumailuldluanmuandeniidesnisanna
funsUaensftgs wavannsauszgndldlunuiiindesiunsdisiadeya msmugumsidnds wagszuunsdnnig
neyualusEAUBIAng

3.1.2 s wivgnalumadeniueudiou IHADM-KRS uagSSDM-KRS Tuawidy

(1) Wannneliunanvesnsinuluguuuuiliedeaudnans w3euvunszanegue (Decentralized
Multi-Agent KRS) Faaifuayumsinnisnayuadulugaiidesnismiusiuasasnfogs wazaneuidesainnsian
AudnataiiesqaLied (Single Point of Failure)

o

(2) fiuguannstduAnpeiy uatinssuuNsAAuN N Tueg1illed Ay

<

(3) fannenssuiuguilndidesty dreliausaisudeuldesaiiomss ldfanuuandis
silassaeviosuusiionadugaseudensusziiiuuagiingzsina

(@) awnsamuauiulslunsnaaediegdivsednsnm dwalimlinngiuSeuiieuiulssansam
wazauiiuasasadoitulusgmsssdunay defiold

3.1.3 114398 Improved High Availability Decentralized Multi-agent KRS (IHADM-KRS)

[

T2UU IHADM-KRS (nunissad fiueedl, 2566) {uluimen1seaniuuszuuiaunauasuituanudavgu

TunsmvausyauAuuAIUaendy seuUiilassaduuaRuTY a1nTan1nundIuIl KRA Juiilunssiuiulfunagus

duldnuaumsngas nuYes IHADM-KRS Flanisnszanedeyaiiineidasiunaguadu (W woan3dnd TTi awaunis (1)

¥ |

LU KRA usiagsauuuanziatzas lneusias KRA aglivayadinussnauveanayuunadiuinuy inliansamuaudnsiy

Y

v

nsifsteyanaualasgianaivanUaoniy YIganAIEeRINN1Taus SINAAYeY KRA uaraunsad Aungyuadul

Y 9

wiilunselindl KRA au Inediguiuuves KRF fisil

KRF = { Kuagi[ KRF"S :| || KUR(SR) || KUG(SR) }
KRF; = Ku,el S || SGN [| TT;s || Other information ]

wag IHADM-KRS HuUuuumsnsgaeuwann3dog TTi dwsuuimsdanisirunaualunsdlnid KRA Tungu

QREhIGHIONY
TTi-= {KRA(Al,mod )N KRA(LZ, mod 1, ..., KRA(Lt,mod n} (1)

Inei
i = @10Uve9 KRA, (151910 1)
t=n-mr

4 modulo n ieliunduluil KRA, wlofis KRA,

INNTANBIILATILANUIT IHADM-KRS fauudaunsslusiuanuiunslasniouaziniiuaiunsa

Ao

Tunsuaudeuleuis uiliduuiunasazlasasiaiidudoundt SSOM-KRS Nflgawuduanuseuie a5
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3.1.4 111798 Simple Secret-key Splitting and Sharing in Decentralized Multi-agent KRS (SSDM-KRS)

$EUU SSDM-KRS (nunassas fueedl, 2566) 1 uszuudAunnuaduiioonuuulassstuanuseuine
10157 wideansadFunaualdlunsdilfl Kra du stuuildnfudulszneuvesnyuaisuedmiunsdAulia Krr Taglild
FBmsnszaedmuszneuveanayuaduluds KRA viliaunsadndwaydrunaueduliegnsings gawures SSOMKRS fe
finseenuuulilassaiiawes KRF lddudeu faffudiuusenouveanauaiidslimataurildeemnds widinsdan
funsaenste esmndflaitumsiigniiaiwes krA TungunisdAuiudaunss medfunauaduanunsasiiumslilagly

KRA Fusindmuau 2 1elunisasivaeudntuasdudunsieswensiunyua laelsuiuures KRF deil

KRF = { Kuagil KRFi’s 1 || TTi’s || KuR(SR) || KUG(SR) || h(SGN) }
KRFi = Kuagi[ Si || SGN || Other information ]

oe9lsfinu SSOM-KRS fifasinde luanusadmuasiua KrRA duslunisdAunguamudoulals

faflszuuiinualiill KRA ag1ston 2 518 (lidw) AarusaliuinsdAunauald SSOMKRS fusAnsnmgdludum
wazmsvszanana lasanizagisBadosuiu KRA fiudu ssuuanmnsninyanudlumsiildesisdiadosnm

3.2 9RNUUUNTVIARDY AMUAAFILUT Uazdnaeinsinauves IHADM-KRS uag SSDM-KRS laglddnuauiumuy KRA
TunsfRunaud (KRA) daust 5 F9 50 1w uaeriwualisl KR Sustlumsdfunau wihiu 2 i

3.3 neaesdSeuifisudszdvanmlunsinuresmsifungus uasiiunansmaaedly 3 Ussiau fie n13asne KRF
msfAungualuanunsaiund uasmsiAunaualed KRA du

3.4 syTnHanRasailet RS suisuyssavsamily 3 Ussifiutneiy

3.5 8iUse wavasunam vy

4. Nan13IY
4.1 M9UTUWIBUFULUUNMSHAUNLILUY IHADM-KRS uag SSDM-KRS
nsidenldguuvunsdAunquaduiiinzas dwaseussansamuazanusiunasadsvesssuansaume
nstTBuLTBUSULUUSENING IHADMA-KRS waw SSDM-KRS dauandlunisnadl 1 daelisiudon dedrin naonfislassaing
sdnLiudruszneuresnud uaznsvieTy KRF wesusazsyuy Jaduuuamslumsidenlivieifleatiuayuniseeniuy

sruufAunuaaenafadiusziuaNuiualaendenfenislunsuImsIansansauna

M19199 1 NTEULTBUFULUUNMIOAUNUILUY IHADM-KRS Wag SSDM-KRS

danSeuliigy IHADM-KRS SSDM-KRS
Foufy Improved High Availability Simple Secret-key Splitting and
Decentralized Multi-agent KRS Sharing in Decentralized Multi-agent
KRS
(1) JULUUMSAAUN LAY JAunguanuy M-KRA filiiendgudnans  dAunguauuy M-KRA filiordugudnans
(WuUUFUURTuge) (Luude)
(2) uwfavdn USuugeilannAunyuasnieg Power Set WUILAZLYS NEYRATURU LY

e Secret Sharing
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Wdaeuisu IHADM-KRS SSDM-KRS
(3) Anuasnsatunsenuny - Jesiula Yoarula
N3au3TINAN
(@) nsPuduianu KRA 1% SGN Tnemss 1% hash w83 SGN (h(SGN))

(5) FAvdwUsznoureanua
1 KRF

14 Power Set Tunsnsyanearudsenau

VOINGYUI

1¥nsiAuwenn3tnd TT,

(6) 1A59@519 KRF

o

Utfounazdaneugs

LSYUINY

(7) auPUDs KRF

< '

L8NN731 SSDM-KRS wantias aeabaidl

o o

Hodeny

Tugjni1 IHADM-KRS \@niiee eeslaidl

DEGRGR]]

(8) AunSaulTau

faumeuldinuudlunsalind KRA du
wazanunsanruAdIwIY KRA Tun1sieu

naguals

anunseuldanundlunsaing KRA au

(9) nsvessuNsntiadeya

Yo UMIENY LY

sesfunisiinfsteyalagveumengving

TngLtnfakaain KRF

seafunsidnfsteyalagveumeng iy

1neLtn9kaa1n KRF

(10) Anuvangaulunshgany

SPUUTIFRINTSATINEnVE U

Arunsywasulaluaniunisaindudeu

SEUUNRRINI5AUSY Taidudau

NP7 1 anansaazulidn IHADM-KRS gnesnuuulidimnudanegugs amnsauimsianissiiu KrA #ldlu
nsfAunaualdnuaumzaiessduaTsiunsUasafefidents Sftsiduimund iy KrA usildlunisdau
NRYUe WnziusuuiFeImsmLsuaaoniuge uazannsatostunisandsmAnues KRA lungunisffu dau SSDM-KRS
sonuuuliinuie lidudeu fustansam mneiuhlUldluanmundeniifesnisnsusssnanaisnds fnstesiu

N5aUSTIUNAR LazlinTEUIUNITNAIURIATIVET KRA

4.2 nmswfFeuiiisudssansannlunisuszudanananiildlunisaine KRF vesguuuunisiaunaus SSODM-KRS
waz IHADM-KRS (1128 fiad3undi: ms)

nsaseantunsiAunua (Key Recovery Field: KRF) Dutuneuiitnansenulaensdedsyansamuesssuy
i unauasninens maveaesissdignusrasslumsiaussiUieudisunaiililumsaine KR swinessuu SSDM-KRS
L@z IHADM-KRS Tngd1aoad urudauny KRA Tumsdfungua (KRA) daus 5 81 50 Letausd Wil ldimunlisl Kra Sush
Tumsdaunaue winfu 2 ewaud Wessiduunliuvesiatlunsains KRF meldlassairsnsdnifvaiuusznounes

NEYLANUANAIIUYDIVIIADITEUU NASNTAARILUANTIN 2 waznInil 1

AN5197 2 NsuUSeUiguUsEANSAlUNSUTELNANAANT M UN15E@519 KRF

31U KRA IHADM-KRS, mr=2 (ms) SSDM-KRS (ms)
5 0.808 0.121
10 2.702 0.216
15 5.692 0.266
20 10.658 0.317
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379U KRA IHADM-KRS, mr=2 (ms) SSDM-KRS (ms)

25 22.599 0.708
30 38.743 0.437
35 32.546 0.62
40 46.548 0.644
45 54.873 0.633
50 67.585 0.762

PnNan1sMaaedlumsaT 2 wudn sEuu SSOM-KRS Mdiatlunisasne KRF ffeendn IHADM-KRS egnsildedday
Tneiannzidliosuau KRA sty flosain SSOM-KRS Hlassasnsdmifudeyauuusuilifl KrF ddsifesszanananisnszane
dulszneuTemIILUURINZINZae Tuvadl IHADMAKRS desdifiumsnszateaiuusznouvemnaualulu KRF vemn KRA
mudeuleiiimun lildnaniintunudiiy dmaliuultuvesaiilddmiunsasn KRF ves IHADMKRS fidnuas

Wingaluannaugiuau KRA iy Tuvessil SSOMKRS dnaniidiudndeaieududunsuazainit duanddunnd 1

KRF Generation Time by Number of KRA

160 1 _o— IHADM-KRS (mr=2)

SSDM-KRS
140 4

= =

@ @ o ~

= =1 S o
L L L

KRF Generation Time (milliseconds)
-
(=]

201

10 20 30 a0 50
Number of Key Recovery Agents (KRA)

A9 1 wSeuiisunaniiglunisasne KRF

4.3 Msssuiisuyszansainlunisuszutanaiai ldlun1siAunguaduuuuund vasguuuunisiau
NeYla SSDM-KRS waz IHADM-KRS (¥1ag iadaundi: ms)
msfAunguasuluanunisalund ninefensdrulun1neqilid KrRA Tungunisifivau Wunseuiunisfiazsiouds

Usgdngamvesnisfaunyuanielddeuluanunseuldan (Availability) Fegaelaunsaysaduninuialunisdiis

£ ]

Toyadnuszneuvamywa Ngnvieviulilu KRF waznalunsiuinnauadu lnsldnnassdiass KRA At 5 83 50 wewantl

U Y

uualvi KRA usnlun1sifunyua (mn Wiy 2 1elaud Kadnsuanifsn1sn 3 way a1 2
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M99 3 MsSeuiisuUseansamlunisussiananaildlunisirunauadusuulng

97U KRA IHADM-KRS, mr=2 (ms) SSDM-KRS (ms)
5 0.672 0.692
10 0.971 1.023
15 1.277 1.354
20 1.551 1.682
25 1.872 2.014
30 2.171 2.347
35 2.470 2.677
40 2.773 3.112
45 3.072 3.331
50 3.371 3.661

MnNANSYIRaedluAIT 3 WU SEUU SSDM-KRS waz IHADM-KRS fnarlumsdaunguaduluaniumsaiund
fndiFestu emnis 2 ssuvansnlifoyaduusznauremnaue Mieviulilu krF ¥laenss ognlsinudledua KrA
iy spuu SSOMKRS Tuwaliildnanunnnindntios fuandunnil 2 Sadumaanuuiaes KRF Adisumas i KR
Fadwmasionanlunisnanvioiiifisteya luvueil HADM-KRS Sansdnudszansnmladdevunn KRF finsdl sivliszuy

wzauiumsldnuiidesnsauduasenuateslumsifulunmzund

Key Recovery Time Considering KRF Size Overhead

—8— IHADM-KRS (mr=2)
SSDM-KRS

4.0

3.5+

~ ~ w
o w =]
L I L

Recovery Time (milliseconds)

=
w
L

1.0+

10 20 30 a0 0
Number of Key Recovery Agents (KRA)

awi 2 WisuieunanflglunmsiAunauadusuuuni

4.4 nswWTeuiisulsziniamlunisuszutanatiai W lunisd Aungyuaaund KRA Tungunisgauds
YRIgULUUNSAAUNLA SSDM-KRS wag IHADM-KRS (g Had3undi: ms)
53UU SSDM-KRS tae IHADM-KRS fiauanansalunisgrunauaduls wilunsdind KrRA du lnsendeisnisdises

dusznauvasnaualily KRF MsnaaestiRsUszilivnalunmsffunguady wasanuaansalumsshwiaiosnimeeaam
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lunsiau lneimuneuludiass KRA daus 5 §is 50 toiani uazld KRA 9us1 11U 2 1elaus Hadnsuansden1snei 4

LAZAIND 3

M99 4 MsSeuifisuusgansamlunisussinananannldlunisiaunauadulunsdiisl KRA lungunisiruey

374U KRA IHADM-KRS, mr=2 (ms) SSDM-KRS (ms)
5 1.293 0.511
10 3.122 0.542
15 4.954 0.575
20 6.781 0.611
25 8.617 0.635
30 10.445 0.661
35 12.272 0.693
40 14.132 0.720
45 15.931 0.751
50 17.764 0.783

HaN13NARItuA13197 4 uandliiiuin diedl KRA lundunisdAuau zdedlddayadiulszneuves

131 KRF vilszuu IHADM-KRS Suunlifildinanannninszuu SSDM-KRS Tngtanizideduam KRA 1iags

NEULANA15D9

U 1HB99N

IHADM-KRS 1438n13n3eanea1diul senaurenmuaL uuanziang s vilvisesszananayadeyadnuiuniniu Tuvaed

SSDM-KRS sausandnfiudiuusznauvesnauavan KRA 1ilu KRF dawalinsidrdsdoyavildegremnduazdiania
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5. aAUTeNaNTIdeuazdaLauauuL

5.1 aAUT8NANTIY

mMsaszuUd AunyuadusnuAnfiausmaluladnsiAunyua esesiunsdgymevednyua
WrsanTenisidndsdoyaniuteninuanieangvuiy (Al-Salgan, 1997) Tuszezusndouldnuisunansiidedols
(Trusted Third Party: TTP) &afilaseasadilidudeou urfidesiaduainutuaasnioainaudss Single Point of
Failure (SPOF) uagnaynuInnIsnruAunautlugaion i euddymianduinsgiusasimaluladuisnd dady
NIBUVRITFUIaansFeNsnT (National Institute of Standards and Technology : NIST) (NIST, 1998) Asiausiuifn

n1sldnsgAunauakuy M-KRA Tuandnenssuuuunszangeaud (Decentralized Multi-Agent Systems) aANTITH N

Y 9
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AUENANILATIA NAUNUNIUYBITEUY AN liTuidediTrasmgAnssuluslnnoadAunnuadie Extended
Cryptographic Timed Petri Net (ECTPN) (Lim et al., 2003) iioaSuren1svieusaufures M-KRA saziioudnaninues
Tassaauuunszaegudlumsanaududouvestuneuluaiwa sasiivouninuidedldussgndldssuiluanmindeon
y99gUnsalNIIMIsUImE (IoMT) (Kim et al,, 2021) fimsilsdoyailaddmiuiAunaualineludennuiignidisia uazld
nszvrumsinsiadiumiendifieiiuauaendovesdeya wiauiuasaondvgs urdsddastadunudanegu
WAZAINUNUMUABNNTANYDY KRA UN9EU

ndosriavesuneuntt Saiin1sWansEUY IHADM-KRS wag SSDM-KRS 4y dafussuudAunguaduuuy
M-KRA ilsiondogudnats Tng IHADM-KRS sjatiuanudavguluntsimunsiuau KRA dusi1 ieifinausiunsaonse
LazsesfuUNsaNTe KRA 16findn vaigil SSDM-KRS wiupmuamialunsdsznana flassadlidudeuiioananszns
$an13 Fsrnidedysiiauensnaaeadednlaeyinmaiuisufisulssaninmaes 2 svu luaassiundn dud
(1) naniildlunisaina KRF (2) naiildlunsdAunausluaniunisalund uag (3) nandildlumsdAunguadle KRA
vduan Feddlifimsiaueluamidoneunt nanidedielidladolfiuiounasdesiavesusazszuulddniou
Tuusunnsiiluussendldau

v LY

Tnenan1sMAaedin IHADM-KRS wnzaufussuuiilianuddfuanusiunsasnste uarauansalunis
Amuadiuautusiiwes krA AldlunisdAunguadu Wnunganfuseduuloveauiunsaonde Tasusfagldina
Uszananaunnndt usanansasnwanugnaesazanuanysaiveansiauldd usfluaniunisal KRA au Feaenndeafiy
wARYes NIST wazatuayudaiauelunueuniiAsafumanszneauiuiisveuiioanaudssngadumaiiiies
ALRET @9 SSOM-KRS figaiuagnsdmaudiuauialunisadna KRF wasnisdaungusluaniunisalund sulunaan
Tnssadrefilidudounaznzuiumerauiinnd dedunniaonndesiuufnveansifodAunmyua (Lim et al, 2003)
fsgyinsaneududeuvedasiainsannsntiifiuauivesszuuldegaiifuddy

5.2 UaLaUakULNITINY

5.2.1 WUINNNTNRIUILALADE DA

ansanaudanesAnluguuulauiavienaunaiu (Hybrid Adaptive Decentralized Key Recovery System)
fadumsduanzitoivenisaessruuididedu lnenaumsrheusswing IHADM-KRS way SSDM-KRS iteliiAnninuauga
FruenaitlunsussnanauaranuiiunsUaonde iinaussnusuasUssAvs amaesnmsd Aunyuaduliaedu Tneldvdnnis
USuspiumnusiunaenfauuusmiuia Ssinnsannadeiiauuasnsouwuunainidenin Adaptive Security Threshold
(AST) (Canetti et al., 1999) TagA1UIUANNGA UIANUENTULVDITLUU 3 AU AD (1) AINUNS DNYBILBLAUA (Availability)
2) muvhwesanadeluszuy (Latency) Waz (3) arudesiuresnisBudusinu (Authentication Confidence)
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(1) unA1a3age (Fast Recovery Mode) T4wdnnnsues SSOMKRS titelinsiAuvildsinigs szoziainis
soAREA

2) Immmmﬁumﬂaaﬂﬁaqa (Secure Recovery Mode) 14u&nn1svas IHADM-KRS iewfinanusiunsUasnsie
Tunsdififiuualfunsinanades
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5.2.2 NMSNAFRULUANINLINRDUNISLANADS
Adeluswiane1veenkuuNIAaeUlngTIa0INTIANATULUUATY 9 1Wu n1slaufkuuansswan (Collusion Attack)
ysan1shauftiavinbierauday (Denial of Service) WiBUSLLEUAMUNUNIUYBITEUUIUAN I NLINR DU LNALAB NS hEaU
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